GIZLILIiK POLITIiKASI ve VERI GUVENLIGI POLITiKASI
1. Amac ve Kapsam

Bu Gizlilik ve Veri Giivenligi Politikasi, Tarihciler Dernegi iktisadi Isletmesi (bundan
sonra “Veri Sorumlusu” olarak anilacaktir) tarafindan isletilen www.historiansnet.com adli
internet sitesini kullananlar tarafindan, Veri Sorumlusu ile paylasilan verilerin kullanilmasi,
kaydedilmesi, saklanmasi, giincellenmesi, aktarilmasi ve/veya smiflandirilmasina iligkin genel
kosul ve sartlar1 belirlemektedir.

6698 sayili Kisisel Verilerin Korunmasi Kanunu (bundan sonra “Kanun” olarak
anilacaktir) uyarinca; www.historiansnet.com iizerinde gerceklestirdikleri her tiirli isleme
iligkin hususlar ve Kanun kapsamindaki haklar1 konusunda Veri Sahiplerini bilgilendirmek
amactyla hazirlanmistir. Veri Sorumlusu tarafindan yerinde veya uzaktan, fiziksel veya
elektronik tiim veri igleme ortamlar1 ve araglarinda iglenen bilgi ve verileri kapsar.

Veri Sorumlusu, kisisel verilerin korunmasini temel bir ilke olarak benimsemekte ve 6zel
hayatin gizliligi korumayr taahhiit etmektedir. Bununla birlikte Veri Sahibi ise
www.historiansnet.com adresine giris yaparak Gizlilik ve Veri Giivenligi Politikasinda
belirtilmis olan kurallara uymay1 kabul, beyan ve taahhiit etmis olacaktir.

2. Temel Kavramlar

e Ack riza: Belirli bir konuya iliskin, bilgilendirilmeye dayanan ve 0zgiir iradeyle
acgiklanan riza

e Anonim hale getirme: Kisisel verilerin, baska verilerle eslestirilerek dahi higbir
surette kimligi belirli veya belirlenebilir bir gergek kisiyle iliskilendirilemeyecek hale
getirilmesi

o Tlgili Kisi: Kisisel verisi islenen gergek kisi

e Tlgili kullanicr: Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden
sorumlu olan kisi ya da birim harici olmak iizere veri sorumlusu organizasyonu
icerisinde veya veri sorumlusundan aldigi yetki ve talimat dogrultusunda kisisel
verileri igleyen gercek veya tiizel kisiler

e Kisisel veri: Kimligi belirli veya belirlenebilir gercek kisiye iliskin her tiirlii bilgi

e Kisisel veriye dokunan ¢alisan: Gorev tanimi geregi Isletme nammna ilgili kisilerin
kisisel verilerini isleyen kisi veya kisiler

e Kisisel verilerin islenmesi: Kisisel verilerin tamamen veya kismen otomatik olan ya
da herhangi bir veri kayit sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla
elde edilmesi, kaydedilmesi, depolanmasi, muhafaza edilmesi, degistirilmesi, yeniden
diizenlenmesi, agiklanmasi, aktarilmasi, devralinmasi, elde edilebilir hale getirilmesi,
simiflandirilmas1  ya da kullanilmasinin  engellenmesi gibi veriler {izerinde
gerceklestirilen her tiirlii islemi

e Komite: Isletme biinyesinde "KVK Komite Gorev ve Sorumluluklari Yonergesi’ne
uygun olarak olusturulan, tiim kisisel veri siireclerinin izlenmesi, politikalara uyulup
uyulmadigmin kontrol edilmesi, kisisel veri siireclerinin Isletme adma yiiriitiilmesi
gibi gorevleri bulunan sorumlulari



e Ozel Nitelikli Kisisel Veri: Kisilerin ki, etnik kokeni, siyasi diisiincesi, felsefi
inanci, dini, mezhebi veya diger inanglari, kilik ve kiyafeti, dernek, vakif ya da
sendika tiyeligi, sagligi, cinsel hayati, ceza mahktmiyeti ve giivenlik tedbirleriyle ilgili
verileri ile biyometrik ve genetik veriler

e Veri isleyen: Veri sorumlusunun verdigi yetkiye dayanarak onun adina kisisel verileri
isleyen gergek veya tiizel kisi

e Veri kayit sistemi: Kisisel verilerin belirli kriterlere gore yapilandirilarak islendigi
kayit sistemi

e Veri sorumlusu: Kisisel verilerin isleme amaglarin1 ve vasitalarini belirleyen, veri
kayit sisteminin kurulmasindan ve yonetilmesinden sorumlu olan gercek veya tiizel
kisi

3. Veri Sorumlusunun Kimligi

Veri Sorumlusu kurumsal faaliyetlerini yiiriitirken temas kurdugu ve kisisel
verilerini isledigi tiim gergek kisilere karst yasadan kaynaklanan yiikiimliiliikkleri yerine
getirmekle yiikiimliidiir. Veri Sorumlusu bu yiikiimliiliiklerini {irettigi ve uyguladigi
goriintirliik, kontrol ve giivence araglar1 vasitasiyla ve aldig: idari tedbirler ile uygun ve
ol¢iilii seviyedeki teknik tedbirlerle yerine getirir.

Unvan: Tarihgiler Dernegi iktisadi Isletmesi
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4. Kisisel Verileri Islenen Tlgili Kisiler

Isletme genel ve yogun olarak ilgili kisilerin verilerini bu Gizlilik Politikas1 ve diger
idari ve teknik tedbirler kapsaminda isler. Bu kategoriler disinda yer alan gercek kisilere
ait kisisel verilerin islenmesinde de isbu Gizlilik Politikas1 basta olmak iizere Isletme
politikalarma uyulacaktir. Kisisel verileri islenmekte olan gercek kisiler “Veri Sahibi”
olarak anilmakta olup www.historiansnet.com adli internet sitesinin {iyeleri, kullanicilari,
ziyaretgileri ve etkinlik katilimeilart kategorilerinden olusmaktadir.

5. Kisisel Verilerin islenme Amaclar

Kisisel verilerin islenmesi; kisisel verilerin tamamen veya kismen otomatik olan ya da
herhangi bir veri kayit sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla elde
edilmesi, kaydedilmesi, depolanmasi, muhafaza edilmesi, degistirilmesi, yeniden
diizenlenmesi, ag¢iklanmasi, aktarilmasi, devralinmasi, erisilebilir hale getirilmesi,
siiflandirilmas1 veya kullanilmasiin engellenmesi gibi veriler lizerinde gergeklestirilen her
tiirlii islemi ifade etmektedir.

Veri Sahibi tarafindan saglanan kisisel verileri,



Internet Sitesinde sunulan {iriin ve/veya hizmetlerin Veri Sahibi tarafindan
kullanilabilmesi i¢in her tiirlii islemin yerine getirilmesi,

Sunulan iirtin ve hizmetlerin, ilgili kisilerin begeni, kullanim aliskanliklar1 ve
ihtiyaclarina gore ozellestirilerek ilgili kisilere onerilmesi ve tanitilmasi i¢in gerekli
olan aktivitelerin planlanmasi ve icrasi,

Internet Sitesinde sunulan iiriin ve/veya hizmetlerin satis siireclerinin isletilmesi,
Internet Sitesinde mevcut bulunanlar ile yeni iiriin ve/veya hizmetlerdeki
degisikliklerin, etkinliklerine iliskin icerikler, olanaklar ve yeniliklerinden haberdar
edilmesi, kampanyalarin, promosyonlarin duyurulmasi, pazarlama ve satis
faaliyetlerinin yiiriitiilmesi, sosyal medya ve kurumsal iletisim siireclerinin
planlanmas1 ve icra edilmesi, reklam/kampanya/promosyon siireglerinin yiiriitiilmesi,
elektronik ileti gonderilebilmesi,

Veri Sahibiyle {irlin ve/veya hizmetlerin isleyis ve memnuniyetine yonelik
aktivitelerin yiiriitiilmesi ve memnuniyet Ol¢limii anketleri igin irtibat iletisim
kurulmasi, iiriin ve/veya hizmetlerinin iyilestirilmesi i¢in kimligi ifsa edilmeden
istatistiksel caligmalarda kisisel veri ve bilgilerin degerlendirilmesi,

Veri Sahibi tarafindan yapilabilecek sikayet ve basvurularin degerlendirilmesi,

Sistem hatalarmin tespiti, performans takibi ve Internet Sitesinin isleyisinin
tyilestirilmesi,

Bakim, destek ve yedekleme hizmetlerinin sunulmasi, uygulama/application’larin
yonetilebilmesi, verilerin saklanmak tizere aktarilmasi, veri kayiplarinin 6nlenebilmesi
amaciyla kopyalama veya yedekleme yapilmasi,

Iktisadi Isletmenin faaliyetlerinin ticari ve/veya is stratejilerine ve ilgili mevzuatlara
uygun olarak yiiriitiilmesinin temini i¢in gerekli operasyonel faaliyetlerin planlanmasi,
icras1 ve giivenliginin temini,

Yetkili kuruluslara mevzuattan kaynakli bilgi verilmesi,

amaclartyla yasal diizenlemelerin gerektirdigi veya zorunlu kildig1 sekilde, yasal
yiikiimliiliiklerin yerine getirilmesini saglamak iizere islenebilecektir.

6. Kisisel Veri Tanimi ve Kapsamu ile Islemek Icin Yasal Gerekceler

KVKK uyarinca kisisel veri; kimligi belirli veya belirlenebilir gercek Kisiye iliskin her
tiirlii bilgiyi ifade etmektedir. Bu kisisel veriler aksi agik¢a belirtilmedigi siirece, Veri

Sahibinin Isletme ile internet Sitesi araciligryla kurdugu iliskiye bagh olarak;

Kimlik Bilgisi: (Ad, Soyadi, T.C. Kimlik Numaras1 vb.)
Iletisim Bilgisi: (E-posta adresi, telefon numaras, adres vb.)

Kullanicr Bilgisi: (Kullanic1 adi, sifre, tiyelik bilgileri, egitim durumu, meslek, unvan
ve c¢alistigi kurum, etkinlik, seminer ve toplant1 katilim bilgileri, E-biilten abonelik
bilgileri vb.)

Kullamie1 Islem Bilgisi: (Internet Sitesi kullanim gegmisi, siparis bilgileri, etkilesim
kayitlar1 vb.)



o Islem Giivenligi Bilgisi: (IP adresi, Internet Sitesi kullanim ve trafik bilgileri, cihaz
bilgisi vb.)

o Finansal Bilgi: (Banka hesap bilgileri, 6deme bilgileri, IBAN ve borg-alacak bilgisi
vb.)

o Pazarlama Bilgisi: (Alisveris gecmisi, ilgi alanlar1 vb.)
o Talep/Sikayet Yonetimi Bilgisi: (iletisim formlar1, sikayet kayitlar1 vb.)

o Diger Bilgiler: Yasal diizenlemelerin izin verdigi 6l¢giide etkinlik ve organizasyonlara
ait fotograf ve gorsel kayitlar

gibi konular1 igeren ve kisiyi belirlenebilir kilabilme 6zelliklerine haiz olabilmeleri nedeniyle
ilgili mevzuatlara gore kisisel veri olarak tanimlanmaktadir.

Ayrica; Veri Sorumlusu’nun internet sitesi, dijital platformlar ve iletisim kanallar1 {izerinden
dolayli yollarla elde edilen kullanim ve erisim verileri de kigisel veri kapsaminda
degerlendirilmektedir.

Kanun’un 3. ve 7. maddeleri uyarinca, geri dondiiriilemeyecek sekilde anonim hale getirilen
veriler, anilan Kanun hiikiimleri uyarinca kisisel veri olarak kabul edilmeyecek ve bu verilere
iligkin isleme faaliyetleri igbu Politika hiikiimleri ile bagli olmaksizin gergeklestirilecektir.
Anonim hale getirilen veriler, kimlik belirlemeyecek sekilde saklanir ve tekrar tanimlanmasi
miimkiin olmaz; istatistiksel analizler ve raporlamalar i¢in kullanilabilir.

Kisisel veriler, isbu Gizlilik Politikast metninde belirtilen amaglarla siirli olmak tizere;
6563 Sayili Elektronik Ticaretin Diizenlenmesi Hakkinda Kanun, 6698 Sayili Kisisel
Verilerin Korunmasi Kanunu, 6502 sayili Tiiketicinin Korunmasi Hakkinda Kanun ve
Mesafeli Sozlesmeler Yonetmeligi basta olmak iizere, ilgili yasal mevzuatlardan dogan yasal
yiikiimliiliiglimiiz sebebi ile yasalarda belirtilen siire kadar Veri Sorumlusu tarafindan
islenmektedir.

6698 sayili Kanun, 07.Nisan.2016 tarihli ve 29677 sayili Resmi Gazete ’de yayimlanarak
yiiriirliige girmistir. Kanunun yiiriirliik tarihinden 6nce, internet Sitesi yayim hayatina heniiz
baslamadigindan, depolanmis herhangi bir bir kisisel veri bulunmamaktadir. Mezk{ir kanunun
amaci; kisisel verilerin islenmesinde basta 6zel hayatin gizliligi olmak iizere kisilerin temel
hak ve Ozgirliiklerini korumak ve kisisel verileri isleyen gergek ve tiizel kisilerin
yukiimliiliiklerini diizenlemektir.

Bununla birlikte kisisel veriler, Kanunun “Kisisel verilerin islenme sartlar1” alt baslikli 5.
ve “Ozel nitelikli kisisel verilerin islenmesi sartlar1” alt baslikli 6. maddelerinde agikca
belirtilen hukuki sebeplere dayali olarak islenmektedir.

7. Veri Sahibinin Haklan



Veri Sorumlusu, Kanun kapsaminda ilgili kisinin veri islenmeden Once onaymi alma
hakkinin oldugunu, verinin islenmesinden sonra ise verisinin kaderini tayin etme hakkina
sahip oldugunu kabul etmektedir. Kisisel veri sahipleri, Veri Sorumlusu’na bagvurarak:

Kisisel veri islenip islenmedigini 6grenme,
Kisisel verileri islenmigse buna iligkin bilgi talep etme,

Kisisel verilerin islenme amacim1 ve bunlarin amacina uygun kullanilip
kullanilmadigini 6grenme,

Yurt iginde veya yurt disinda kisisel verilerin aktarildigi tiglincii kisileri bilme,

Kisisel verilerin eksik veya yanlig islenmis olmasi halinde bunlarin diizeltilmesini
isteme ve bu kapsamda yapilan islemin kisisel verilerin aktarildigi tgilincii kisilere
bildirilmesini isteme,

Kanun ve ilgili diger kanun hiikiimlerine uygun olarak islenmis olmasia ragmen,
islenmesini gerektiren sebeplerin ortadan kalkmasi halinde kisisel verilerin silinmesini
veya yok edilmesini isteme ve bu kapsamda yapilan islemin kisisel verilerin aktarildig:
tictincii kisilere bildirilmesini isteme,

Islenen verilerin miinhasiran otomatik sistemler vasitasiyla analiz edilmesi suretiyle
kisinin kendisi aleyhine bir sonucun ortaya ¢ikmasina itiraz etme,

Kisisel verilerin kanuna aykir1 olarak islenmesi sebebiyle zarara ugramasi halinde
zararin giderilmesini talep etme haklarina sahiptir.

Buna karsin, Veri Sorumlusu i¢inde anonimlestirilmis verilerle ilgili olarak kisilerin bir
hakki bulunmamaktadir. Kisisel veriler, is ve sdzlesme iligkisinin geregi, yargisal ya da kamu
otoritesince kanuni bir yetkinin kullanilmasi durumunda ilgili kurum ve kuruluslarla

paylasabilir.

8. Kisisel Verilerin Islenmesinde Genel Ilkeler

Veri Sorumlusu, kisisel verilerin islenmesinde asagidaki temel ilkelere uygun hareket
edecegini kabul, beyan ve taahhiit etmektedir;

Hukuka ve diiriistliik kurallarina uygun olma; Veri Sorumlusu, kendi topladig1 veya
diger taraflarca kendisi ile paylasilan kisisel verilerin Kanunda belirtilen ilgili kisinin
aydinlatilmasi, gerekli durumlarda verilerin islenmesi i¢in ilgili kisinin agik rizasinin
alinmas: gibi sartlarin yerine getirilip getirilmedigini kontrol eder ve sorgular. Ilgili
kisilerin aydinlatilmasi, acik rizalarmin alinmasi veya bilgi icin yaptiklar1 bagvurulara
cevap verirken diirlistlik kurallarina uygun bir sekilde davranir. Kisisel verilerin
islenmesine iligkin detayl agiklamalar Aydinlatma Metni’nde yer almaktadir.

Dogru ve gerektiginde gilincel olma; Veri Sorumlusu, isledigi ve veri tabanlarinda
tuttugu kisisel verilerin kontrol mekanizmalar1 elverdigi oranda dogru bilgiler
icerdiginden emin olmaya ¢alisir. Miimkiin oldugu kadar verileri giincel tutmaya 6zen


https://historiansnet.com/wp-content/uploads/2026/02/Aydinlatma-Metni.pdf

gosterir. Veri kaynaklarini dogru bilgi paylasmaya ve degisikliklerde giincelleme
yapmaya tesvik eder. Verilerin toplanmasi agamasinda dogru ve gilincel olduklarini
kontrol etmeye dikkat eder.

o Belirli, acik ve mesru amaclar i¢in islenme; Veri Sorumlusu, kisisel verileri ancak bu
Gizlilik Politikasinda belirlenen belirli, agik ve mesru amaglarla isler.

« Islendikleri amacla baglantili, smirli ve dl¢iilii olma; Veri Sorumlusu, kisisel verileri
islendikleri amacin sinirlart disinda bagka bir amag i¢in islememeye, boyle bir ihtiyag
dogdugunda ilgili kisinin aydinlatilmasi ve gerektiginde acik rizasinin alinmasina 6zen
gosterir. Verileri sadece islendikleri amacgla smirli ve hizmetin gerektirdigi dlclide
kullanir. Is amagclar1 disinda verileri islemez, kullanmaz ve kullandirtmaz. Kisisel
verilerin baska bir amagla islenmesi gerektiginde Komite gdzetiminde ve onay1 ile
ilgili uyum araglarinda ve kontrol araglarinda diizeltmelerin yapilmasi saglanir.

o Siireyle Baglilik; Veri Sorumlusu, kisisel verileri ilgili mevzuatta 6ngdriilen veya
islendikleri amag¢ i¢in gerekli olan siire kadar muhafaza etmeye Ozen gosterir.
Sozlesmeden kaynakli kisisel verileri ilgili Kanunlardaki ihtilaf ¢ikma siireleri, ticaret
ve vergi hukukunun gereklilikleri kadar bilinyesinde muhafaza eder. Buna karsin bu
amaclar ortadan kalktiginda Veri Sorumlusu Kkisisel veriyi siler, yok eder ya da
anonimlestirir.

e Veri Azaltma; Veri Sorumlusu, yasalarin ve ilgili mevzuatin zorunlu kildigi kapsam
ve silireler disinda, ancak isleme amacinin gerektirdigi miktarda, amagcla ilgili
kategorilerdeki verileri toplar ve gerekli oldugu siirece sistemlerinde islemeye 6zen
gosterir.

e Silme ve Imha Etme; Veri Sorumlusu islemekte oldugu kisisel verileri bagl oldugu
yasalar, sosyal giivenlik, bor¢lar, vergi ve ticaret hukuku gibi ilgili alan mevzuatinda
ongoriilen stirelerle sinirli ve/veya isleme amacinin gerekli kildigr siireler boyunca
saklar. Bu siirelerin sona ermesi durumunda ise Komite izni ve gdzetiminde siiresi
dolan kisisel verileri siler, yok eder veya anonim hale getirir.

o @Gizlilik ve Veri Glivenligi; Veri Sorumlusu kisisel verilerin islenmesi, aktarilmasi ve
saklanmas1 stireglerinin tamaminda genel gizlilik kurallarina ve veri giivenligini
saglanmasina 6zen gosterir, bu amacgla olusturulan politika belgelerine ve kurallara
uygun islem yapilir. Olgiilii olmak kaydiyla gerekli ve yeterli idari ve teknik énlemleri
alir.

9. Kisisel Verilerin Aktarilmasi

Veri Sorumlusu olarak asagida sayilan amaclarla; Kanunun 8 ve 9. maddelerine uygun
olarak is iligkisi iginde bulunulan kuruluslarla, idari, hukuki ve teknik hizmetlerinden
yararlanilan hizmet saglayicis1 ve ¢oziim ortagi niteligindeki yurt icinde ve yurt disinda
bulunan resmi ve 6zel kurum/kuruluslara aktarilmaktadir.



Kisisel verilerin yurt icinde aktarilmasi; Kanunun 5 ve 6. maddelerindeki sartlar

kapsaminda, kisisel verilerin aktarilmasi ic¢in asagidaki hallerden birinin bulunmasi
gerekmektedir:

Igili kisinin ag1k rizasinin alinmast,
Kanunlarda agik¢a 6ngdriilmesi,

Fiili imkansizlik nedeniyle rizasim1 acgiklayamayacak durumda bulunan veya rizasina
hukuki gecerlilik taninmayan kisinin kendisinin ya da bir bagkasinin hayat1 veya beden
biitlinliigliniin korunmasi i¢in zorunlu olmast,

Bir s6zlesmenin kurulmasi veya ifasiyla dogrudan dogruya ilgili olmas: kaydiyla,
sO6zlesmenin taraflarina ait kisisel verilerin islenmesinin gerekli olmasi,

Veri sorumlusunun hukuki yiikiimliliigiinii yerine getirebilmesi i¢in zorunlu olmasi,
Ilgili kisinin kendisi tarafindan alenilestirilmis olmasi,
Bir hakkin tesisi, kullanilmasi veya korunmasi i¢in veri islemenin zorunlu olmasi,

Ilgili kisinin temel hak ve 6zgiirliiklerine zarar vermemek kaydiyla, veri sorumlusunun
mesru menfaatleri i¢in veri islenmesinin zorunlu olmasi.

Kisisel verilerin yurt disina aktarilmasi; Kisisel verilerin yurt i¢erisinde aktarilmasi i¢in

asagidaki kosullarin varlig1 gerekmektedir;

Aktarim yapilacak iilkenin Kisisel Verileri Koruma Kurul’u tarafindan yeterli
korumanin bulundugu iilke olarak ilan edilmis olmasi.

Yeterli korumanin bulunmamasi durumunda Kanunda diizenlenmis uygun
giivencelerin saglanmasi,

Yeterlilik kararinin bulunmamasi ve uygun giivencelerden herhangi birinin de
saglanamamasi durumunda arizi olmak kaydiyla yurtdisina kisisel veri aktarabilir.
Ancak, arizi aktarim, sadece Kanunun 9 uncu maddesinin altinci fikrasi ve
Yo6netmeligin 16 nc1 maddesinin ikinci fikrasinda sayilan hallerden birinin varligt
halinde miimkiindiir. Bu haller;

v' llgili kisinin, muhtemel riskler hakkinda bilgilendirilmesi kaydiyla, aktarima
acik riza vermesi.

v Aktarimin, ilgili kisi ile veri sorumlusu arasindaki bir s6zlesmenin ifas1 veya
ilgili kisinin talebi lizerine alinan s6zlesme oncesi tedbirlerin uygulanmasi igin
zorunlu olmasi.

v' Aktarimin, ilgili kisi yararina veri sorumlusu ve diger bir gergek veya tiizel kisi
arasinda yapilacak bir s6zlesmenin kurulmasi veya ifasi i¢in zorunlu olmasi.

v Aktarimin Ustiin bir kamu yarari i¢in zorunlu olmasi.

v' Bir hakkin tesisi, kullanilmasi veya korunmasi igin kisisel verilerin
aktarilmasinin zorunlu olmasi.



v’ Fiili imkinsizlik nedeniyle rizasim agiklayamayacak durumda bulunan veya
rizasina hukuki gegerlilik taninmayan kisinin kendisinin ya da bir baskasinin
hayati veya beden biitiinliigiiniin korunmasi i¢in kisisel verilerin aktarilmasinin
zorunlu olmasi.

v' Kamuya veya mesru menfaati bulunan kisilere agik olan bir sicilden, ilgili
mevzuatta sicile erismek i¢in gereken sartlarin saglanmasi ve mesru menfaati
olan kisinin talep etmesi kaydiyla aktarim yapilmasi.” seklinde, maddenin
lafzindan da anlasilacagi iizere sinirlayici bicimde sayilmaktadir.

10. Veri Giivenligine Iliskin Tedbirler

Kanunun 12. maddesi uyarinca Veri Sorumlusu; SSL sertifikasi ile giivenli veri aktarimi,
yetkilendirme ve erisim kontrol sistemleri, giivenlik duvari ve antivirlis yazilimlari, Log
kayitlarinin tutulmasi1 ve gilincel yazilim altyapist kullanimi gibi Teknik Tedbirleri
uygulamaktadir. Bunun yani sira yetki matrisi olusturulmasi, gizlilik taahhiitnameleri, veri
erisim smirlandirmasi ve periyodik i¢ kontrol ve denetim siiregleri gibi idari Tedbirleri de
uygulamaktadir.

11. iletisim ve Basvurular ile Veri ihlal Bildirimleri

Veri Sahipleri, Kanunun 11. maddesinde sayilan s6z konusu bu haklarin kullanimma iliskin
sorularini, gorlislerini veya taleplerini Veri Sahibi Basvuru Formunu doldurarak
isletmetad@gmail.com e-posta adresine elektronik olarak veya Veri Sorumlusu adresine
noter veya iadeli taahhiitlii posta vasitasiyla yoneltebilirler. Yapilan basvurularin kanuna ve
mevzuata uygun cevaplanabilmesi i¢in 10.03.2018 tarihinde 30356 Sayili Resmi Gazetede

yayimlanarak ytrlirliige giren Veri Sorumlusuna Bagvuru Usul Ve Esaslari Hakkinda
Teblig’in 5/2 maddesinde yer alan hususlar1 tagimasi gerekmektedir.

Veri Sorumlusu kendisine iletilen taleplere, gerekceli olmak ve 30 giin icinde cevap
vermek kaydiyla olumlu/olumsuz yanitini, yazili veya dijital ortamdan verebilir. Bagvurunun
reddedilmesi, verilen cevabin yetersiz bulunmasi veya siiresinde (30 giin) bagvuruya cevap
verilmemesi hallerinde; ilgili kisi, veri sorumlusunun cevabini 6grendigi tarihten itibaren otuz
(30) ve her halde bagvuru tarihinden itibaren altmis (60) giin icinde Kisisel Verileri Koruma
Kuruluna sikayette bulunma hakkina sahiptir.

Taleplere iliskin gerekli islemlerin iicretsiz olmas1 esastir. Ancak islemlerin bir maliyet
gerektirmesi halinde, licret talebinde bulunma hakki saklidir. Bu ficretler, Kisisel Verilerin
Korunmasi Kurulu tarafindan, Kisisel Verilerin korunmasi1 Kanunu’nun 13. maddesine gore
belirlenen tarife iizerinden belirlenir. Basvurunun Veri Sorumlusu’nin hatasindan
kaynaklanmasi halinde alinan {icret ilgiliye iade edilecektir.

Kisisel wveriler; tgiincii kisilerle hukuka aykiri sekilde paylasilmaz, amaci disinda
kullanilmaz ve yetkisiz erisime karsi korunur. Veri giivenligi ihlali tespit edilmesi halinde,
ilgili mevzuat kapsaminda gerekli bildirimler yapilir.

12. Cerezler


https://historiansnet.com/wp-content/uploads/2026/02/Kisisel-Veri-Sahibi-Basvuru-Formu.docx

Internet gerez kullanimin1 yer almamaktadir.

13. Giincelleme ve Yiirirlik

Isbu Gizlilik Politikas1, Veri Sorumlusu tarafindan internet sitesinde yayimlandig: tarihte
yuriirliige girer. Veri Sorumlusu, Kanun ve yiirlrlikteki sair mevzuat hiikiimleri
dogrultusunda isbu metinde her zaman degisiklik ve gilincelleme yapma hakkini sakli tutar.
Her bir maddede yapilan giincellemeler ayr bir tabloda tutularak takip edilir.

Veri sahibi, “Okudum, kabul ediyorum” kutucugunun isaretlemekle birlikte belirtilen
gizlilik-kisisel veri kullanim ve ticari elektronik ileti gonderimi dahil tiim hususlar1 kabul
etmis/onay vermis sayilacaktir.

Bu politika en son 9.Subat.2026 tarihinde giincellenmistir.



